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C, McPherson Building, 1425 K Street
NW., Washington DC 20524. A point of
contact in the provost marshal office
must be provided for the U.S. State De-
partment. The facsimile commercial
telephone number is (202) 326-6271.

(f) Notifies USACIDC, local FBI of-
fice, and local and State law enforce-
ment agencies of the soldier’s absence
to establish an investigative task
force. The task force acts as the focal
point in collecting and disseminating
information obtained through inves-
tigative activity.

(g) Requests assistance from the
nearest Air Force Office of Special In-
vestigation (OSI) to determine if the
absentee has been granted passage on a
Military Airlift Command (MAC)
Flight. Notification is also made to
Headquarters, MAC, to deny passage on
a MAC, flight by calling Office of Spe-
cial Investigations, Scott Air Force
Base, Illinois, DSN 576-5413 or commer-
cial 618-256-5413.

(h) Transmits an electronic alert
through the National Law Enforcement
Telecommunications Systems (NLETS)
to broadcast within the State, a spe-
cific State, and or regional broadcast
(contiguous five States). NLETS mes-
sages must include the deserter’s com-
plete name, social security number,
date and place of birth, physical de-
scription, and a statement that an
entry has been made into the NCIC.

(i) Coordinates with the Office of the
Staff Judge Advocate to obtain search
warrants, court orders, or subpoenas
for searches of the deserter’s residence,
financial, credit card, postal, tele-
phone, insurance, housing utilities, ci-
vilian medical records, and access to
commercial land, air and sea transpor-
tation records.

(J) Cancels the NCIC entry when noti-
fied by Chief, USADIP that the de-
serter packet has been received and the
Chief, USADIP, is prepared to assume
responsibility as the point of contact
for verification of deserters.

§630.11 Escaped prisoner.

(@) An escaped prisoner whose dis-
charge has not been executed is admin-
istratively classified as a deserter. The
installation Provost Marshal—
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§630.13

(1) Requests assistance from civilian
law enforcement agencies including the
FBI.

(2) Forwards copies of DD Form 553
to Chief, USADIP, showing distribution
with Item 10 marked “*N/A.”’

(3) Enters a temporary warrant into
the NCIC.

(b) An escaped military prisoner
whose discharge has been executed and
who is not under the custody of the
U.S. Attorney General is reported as an
escaped military prisoner, not a de-
serter. The custodian of an escaped
military prisoner’s personnel records
prepares DD Form 553 clearly stating
in items 12 and 19 that the individual is
an escaped military prisoner. The DD
Form 553 is sent to the installation
provost marshal. A temporary warrant
is entered into the NCIC by the instal-
lation provost marshal.

§630.12 USADIP procedures.

(a) The Chief, USADIP—

(1) Verifies information on the DD
Form 553 with permanent personal
records at the USAEREC.

(2) Enters the soldier’s name into the
NCIC.

(3) Forwards a copy of the DD Form
553 to all Federal, State and local law
enforcement agencies who may be in-
volved in the apprehension process.

(4) Forwards a copy of DD Form 553
to the provost marshall nearest the de-
serter’s home of record.

(5) Forwards a copy of the DD Form
553 to the USACRC, ensuring the
USACRC control number is legible.

(b) The Army entry into the NCIC
wanted person file normally is gen-
erally sufficient to support civilian po-
lice apprehension assistance.

Subpart D—Return to Military
Control

§630.13 AWOL/deserter
efforts.

The return of absentees to military
control is a command responsibility.
Military police will generally not be
committed to proactive efforts to ap-
prehend AWOL soldiers or deserters ex-
cept when the provost marshal deter-
mines that such efforts are warranted
by specific circumstances. Examples of

apprehension
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